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	Reason for change:
	1) TS 23.502 states:
--------------
4.11.1	N26 based Interworking Procedures
4.11.1.1	General
...
Interworking between EPS and 5GS is supported with IP address preservation by assuming SSC mode 1.
…
On mobility from EPS to 5GS, the UE sets the SSC mode of the mapped PDU Session to SSC mode 1.
...
--------------
Thus, interworking of a PDU session with SSC mode 2 or SSC mode 3 in 5GC to a PDN connection LTE/EPC is not supported when N26 is used.

2) There is no statement in TS 23.501 or TS 23.502 on whether interworking of a PDU session with SSC mode 2 or SSC mode 3 in 5GC to a PDN connection in EPC, is supported when N26 is not used.

However, if such PDU session is interworked into a PDN connection in EPC, then the PDN connection cannot be interworked back to a PDU session in 5GC, since TS 23.501 and stage 3 TS 24.501 state:
--------------
If the UE requests transfer of an existing PDN connection in the EPS to the 5GS or the UE requests transfer of an existing PDN connection in an untrusted non-3GPP access connected to the EPC to the 5GS, the UE shall set the SSC mode IE to "SSC mode 1".
--------------
and
--------------
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
a)	the received SSC mode in the SSC mode IE included in the PDU SESSION ESTABLISHMENT REQUEST message based on one or more of the PDU session type, the subscription and the SMF configuration;
b)	either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration, if the SSC mode IE is not included in the PDU SESSION ESTABLISHMENT REQUEST message.
--------------
and 23.501 states:
--------------

[bookmark: _CRTable5_6_11]Table 5.6.1-1: Attributes of a PDU Session
	PDU Session attribute
	May be modified later during the lifetime of the PDU Session
	Notes

	S-NSSAI of the HPLMN
	No
	(Note 1) (Note 2)

	S-NSSAI of the Serving PLMN
	Yes
	(Note 1) (Note 2) (Note 4)

	DNN (Data Network Name)
	No
	(Note 1) (Note 2)

	PDU Session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 2)
The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU Session Id
	No
	

	User Plane Security Enforcement information
	No
	(Note 3)

	Multi-access PDU Connectivity Service
	No
	Indicates if the PDU Session provides multi-access PDU Connectivity Service or not.

	NOTE 1:	If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) and S-NSSAI(s) may correspond to different default SSC modes and different default PDU Session Types
NOTE 2:	S-NSSAI(s) and DNN are used by AMF to select the SMF(s) to handle a new session. Refer to clause 6.3.2.
NOTE 3:	User Plane Security Enforcement information is defined in clause 5.10.3.
NOTE 4:	The S-NSSAI value of the Serving PLMN associated to a PDU Session can change whenever the UE moves to a different PLMN, while keeping that PDU Session.



--------------

Thus, an interworking of a PDU Session with SSC mode 2 or SSC mode 3 to a PDN Connection in EPC, and then back to 5GC, would result in that the PDU Sesson has SSC mode 1, violating the original intent of the PDU Session and also viloating the requirement in TS 23.501 that the SSC mode cannot change during the lifetime of a PDU Session. 

It is therefore proposed to preclude the interworking of a PDU session with SSC mode 2 or SSC mode 3 in 5GC to a PDN connection in EPC, also when N26 NOT is supported.

3) There is no statement in TS 23.501 and TS 23.502 on whether interworking of a PDU session with SSC mode 2 or SSC mode 3 in 5GC to a PDN connection in non-3GPP access connected to EPC, is supported. However, if such PDU session is interworked into a PDN connection in non-3GPP access connected to EPC, then the PDN connection in non-3GPP access connected to EPC cannot be interworked back to a PDU session, for the same reasons as described above for the non-N26 case. 

Thus, it is proposed to preclude also the interworking of a PDU session with SSC mode 2 or SSC mode 3 in 5GC to a PDN connection in non-3GPP access connected to EPC.

4) The condition in step 4, clause 4.11.5.3, for when PGW-C+SMF provides the PGW-C FQDN to UDM focuses only on EPS interworking and S5/S8, i.e. LTE/EPC. It does not seem to cover interworking with ePDG/EPC. 

	
	

	Summary of change:
	1) The network shall not provide mapped EPS bearers for a PDU session with SSC mode 2 or SSC mode 3.

2) The UE does not request handover of a PDU session with SSC mode 2 or SSC mode 3 in 5GC to a PDN connection in EPC mode in a network without N26.

3) The UE does not request handover of a PDU session with SSC mode 2 or SSC mode 3 in 5GC to a PDN connection in non-3GPP access connected to EPC.

4) Extend the condition in step 4, clause 4.11.5.3, to explicitly cover interworking with ePDG/EPC as well. 

	
	

	Consequences if not approved:
	1) Inconsistent and unclear specification.
2) a PDU session with SSC mode 2 or SSC mode 3 in 5GC is interworked into a PDN connection in EPC, which cannot be interworked back to a PDU session in 5GC.
3) a PDU session SSC mode 2 or SSC mode 3 in 5GC is interworked into a PDN connection in non-3GPP access connected to EPC, which cannot be interworked back to a PDU session in 5GC.
4) Risk that mobility to ePDG/EPC fails if the PGW-C FQDN is not provided to UDM/HSS.
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**** First Change ****


[bookmark: _Toc153801761]4.11.0	General
Clause 4.11 includes the following:
-	Procedures for interworking with EPS based on N26 interface (clause 4.11.1) and interworking without N26 interface (clause 4.11.2);
-	Handover procedures between EPS and 5GC-N3IWF (clause 4.11.3), handover procedures between EPS and 5GC-TNGF (clause 4.11.3a) and handover procedures between EPC/ePDG and 5GS (clause 4.11.4);
-	Impact to 5GC procedure due to interworking with EPC (clause 4.11.5);
-	Interworking for common network exposure (clause 4.11.6).
In clause 4.11, UEs are assumed to support both 5GC NAS and EPC NAS unless explicitly stated otherwise.
The procedures in clause 4.11 are not applicable for Disaster Roaming service (see clause 5.40 of TS 23.501 [2]).
Interworking between EPS and 5GS and between EPC/ePDG and 5GS is supported with IP address preservation by assuming SSC mode 1. Interworking between EPS and 5GS and between EPC/ePDG and 5GS is not supported for PDU Sessions with SSC mode 2 or SSC mode 3.
NOTE: 	For a PDU Session with SSC mode 2 or SSC mode 3, the UE can request establishment of a new PDN Connection in EPC towards the same APN/DNN.


**** Next Change ****

[bookmark: _Toc145939503]4.11.1	N26 based Interworking Procedures
[bookmark: _CR4_11_1_1]
[bookmark: _Toc153801788]4.11.1.1	General
N26 interface is used to provide seamless session continuity for single registration mode UE.
Interworking between EPS and 5GS is supported with IP address preservation by assuming SSC mode 1. Interworking between EPS and 5GS is not supported for PDU Sessions with SSC mode 2 or SSC mode 3.
When the UE is served by the 5GC, during PDU Session establishment and GBR QoS Flow establishment, SMF+PGW-C performs EPS QoS mappings, from the 5G QoS parameters obtained from the PCF and allocates TFT with the PCC rules obtained from the PCF if PCC is deployed. Otherwise, EPS QoS mappings and TFT allocation are mapped by the SMF+PGW-C locally. The PGW+SMF ignores 5G QoS parameters that are not applicable to EPC (e.g. QoS Notification control). If a TFT is to be allocated for a downlink unidirectional EPS bearer mapped from a downlink only QoS Flow, the SMF+PGW-C shall allocate a TFT packet filter that effectively disallows any useful uplink packet as specified in TS 23.401 [13]. EPS Bearer IDs are allocated by the serving AMF requested by the SMF if the SMF determines that EPS Bearer IDs need to be assigned to the QoS Flows. For each PDU Session, EPS bearer IDs are allocated to the default EPS bearer and dedicated bearers. The SMF shall be able to determine the QoS flows that require EPS Bearer IDs, based on the QoS profile and operator policies.
NOTE 1:	Based on operator policies, an SMF can map all non-GBR QoS flows to default EPS bearer in which case it requests only one EBI for all the non-GBR QoS flows. Alternatively, an SMF can also map one non-GBR QoS flow to one dedicated EPS bearer in which case it requests a dedicated EBI for non-GBR QoS flow that should be mapped to dedicated EPS bearer. In between these two extreme cases, the SMF can also map more than one (but not all) non-GBR QoS Flow to the same EPS bearer (either default EPS bearer or dedicated EPS bearer).
NOTE 2:	To reduce the probability of AMF revoking the EBI corresponding to the QoS Flow associated with the default QoS rule, ARP priority level of dedicated QoS Flows can be set to higher value than that of the QoS Flow associated with the default QoS rule within the same PDU Session.
When a new QoS Flow needs to be mapped to an EPS Bearer ID that has already been assigned for an existing QoS Flow, the SMF includes the already assigned EPS Bearer ID in the QoS Flow description sent to the UE.
If there is a possibility to run into a restriction regarding the number of TFT packet filters that can be allocated for the PDU Session,
-	in the case that PCC is deployed, the PCF may include in the PCC rules the Precedence for TFT packet filter allocation parameter, which determines the order of the PCC rules in allocation of TFT packet filter(s) by the SMF+PGW-C.
-	in the case that PCC is deployed but the Precedence for TFT packet filter allocation parameter is not received, or in the case that PCC is not deployed, the SMF+PGW-C makes the decision how to allocate TFT packet filter(s) based on operator policy or implementation.
NOTE 3:	An EPS bearer can have up to 16 TFT packet filters.
For Ethernet and Unstructured PDU Session Types, only EPS Bearer ID for the default EPS Bearer is allocated. The EPS Bearer IDs for these EPS bearers are provided to the SMF+PGW-C by the AMF and are provided to the UE and NG-RAN by the SMF+PGW-C using N1 SM NAS message and N2 SM message. The UE is also provided with the mapped QoS parameters. The UE and the SMF+PGW-C store the association between the QoS Flow and the corresponding EBI and the EPS QoS parameters. When the QoS Flow is deleted e.g. due to PDU Session status synchronization or PDU Session Modification, the UE and the SMF+PGW-C delete any possibly existing EPS QoS parameters associated with the deleted QoS Flow.
In this release, for a PDU Session for a LADN or for Multi-homed Ipv6 PDU Session, the SMF doesn't allocate any EBI or mapped QoS parameters.
For PDU Sessions with UP integrity protection of UP Security Enforcement Information set to Required, the SMF does not allocate any EBI or mapped QoS parameters unless the UE support User Plane Integrity Protection with EPS and the AMF supports the associated functionality.
If the UE supports User Plane Integrity Protection with EPS, as indicated in the S1 UE network capability and the AMF supports the related functionality, the AMF indicates the UE support for EPS User Plane Integrity Protection to SMF. Then, for PDU Sessions with UP integrity protection of UP Security Enforcement Information set to Required, the SMF may perform the EPS bearer ID allocation procedure as described in clause 4.11.1.4.
If the MME indicates support for EPS User Plane Integrity Protection to SMF+PGW-C, the SMF+PGW-C provides User Plane Security Enforcement Information for the EPS bearer contexts to the MME (via the SGW).
When the UE is served by the EPC, during PDN connection establishment, the UE allocates the PDU Session ID and sends it to the SMF+PGW-C via PCO. During PDN Connection establishment and dedicated bearer establishment, SMF+PGW-C performs EPS QoS mappings, from the 5G QoS parameters obtained from the PCF and allocates TFT with the PCC rules obtained from the PCF if PCC is deployed. Otherwise, EPS QoS mappings and TFT allocation are mapped by the SMF+PGW-C locally. Other 5G QoS parameters corresponding to the PDN connection, e.g. Session AMBR and QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), are sent to UE in PCO. The UE and the SMF+PGW-C store the association between the EPS Context and the PDU Session Context to use it in the case of handover from EPS to 5GS. During the EPS bearer establishment/modification procedure, QoS rules corresponding to the related EPS bearers are allocated and sent to UE in PCO. The 5G QoS parameters are stored in the UE and are to be used when the UE is handed over from EPS to the 5GS. The 5G QoS parameters may be provided to SMF+PGW-C by the PCF, if PCC is deployed. On mobility from EPS to 5GS, the UE sets the SSC mode of the mapped PDU Session to SSC mode 1. The UE and the SMF+PGW-C store the association between the EPS bearer and the corresponding 5G QoS Rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s). When the EPS bearer is deleted e.g. due to EPS bearer status synchronization or bearer deactivation, the UE and the SMF+PGW-C delete any possibly existing 5G QoS Rule(s) and QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s) associated with the deleted EPS bearer.
In the roaming case, if the VPLMN supports interworking with N26, the UE shall operate in Single Registration mode.
During the 5GS-EPS handover, indirect forwarding may apply for the downlink data forwarding performed as part of the handover. From its configuration data the AMF knows whether indirect forwarding applies and it requests to allocate downlink data forwarding paths on UPFs for indirect forwarding. From its configuration data the MME knows whether indirect forwarding applies and it requests to allocate downlink data forwarding paths on Serving GWs for indirect forwarding. It is configured on AMF and MME whether indirect downlink data forwarding does not apply, applies always or applies only for inter PLMN inter RAT handovers.
During the 5GS-EPS handover, direct forwarding may apply for the downlink data forwarding performed as part of the handover. From its configuration data the source RAN node knows whether direct forwarding applies and indicates to source CN the direct data forwarding is available.
During 5GS-EPS handover, on the target side, the CN informs the target RAN node whether data forwarding is possible or not.
During interworking from EPS to 5GS, as the SMF+PGW-C may have different IP addresses when being accessed over S5/S8 and N11/N16 respectively, the AMF shall discover the SMF instance by an NF/NF service discovery procedure using the FQDN for the S5/S8 interface received from the MME as a query parameter.
This is required for both non-roaming and roaming with local breakout, as well as for home routed roaming.
NOTE 4:	As the AMF is not aware of the S-NSSAI assigned for the PDN Connection, the NF/NF service discovery used to find the SMF instance can use PLMN level NRF.
During interworking from 5GS to EPS, for QoS Flows without EPS bearer ID(s) assigned or for QoS Flows with PCC rules that do not have allocated TFT packet filters, the SMF+PGW-C deletes the PCC rules associated with those QoS Flows and informs the PCF about the removed PCC rule(s).
During interworking from 5GS to EPS, as a PDU Session may be released while the UE is served by EPS, if Small Data Rate Control is used the SMF+PGW-C obtains the Small Data Rate Control Status from the PGW-U+UPF in the N4 Session Modification procedure or from the SCEF+NEF and passes the Small Data Rate Control Status in the PDU Session Context Response to the AMF, for the AMF to store. The time to store the Small Data Rate Control Statuses is implementation specific. If the UE and PGW-U+UPF / SCEF+NEF have stored APN Rate Control parameters and optionally APN Rate Control Status they are only applied when the UE is served by EPS.
During interworking from 5GS to EPS, for PDU Sessions with UP integrity protection of UP Security Enforcement Information set to Required, the SMF+PGW-C does not provide the EPS bearer context unless both the UE, the target eNB and the target MME support User Plane Integrity Protection with EPS.
During interworking from EPS to 5GS the UE and PGW-U+UPF / SCEF+NEF store the APN Rate Control parameters and APN Rate Control Status while the UE is served by 5GS, so they can be used if the UE moves back to EPS.
At EPS to 5GS mobility:
-	The UE considers the PDN connections released if those PDN connections were established over EPS and for which the UE has not received mapped 5GS QoS parameters from the network.
NOTE 5:	UE not receiving mapped 5GS QoS parameters from the network covers the case that a UE did not provide a PDU Session ID to the network when establishing a PDN connection while UE's N1 mode is disabled and the case that a UE provided PDU Session ID where the network (SMF+PGW-C) does not provide mapped 5GS parameters.
-	The MME does not transfer to 5GS a PDN connection that does not support 5GS interworking, e.g. PDN connection was established on a stand-alone PGW, or 5GS interworking is restricted by subscription data.

**** Next Change ****
[bookmark: _Toc20204075][bookmark: _Toc27894763][bookmark: _Toc36191832][bookmark: _Toc45192921][bookmark: _Toc47592553][bookmark: _Toc51834634][bookmark: _Toc145939516]4.11.1.4	Procedures for EPS bearer ID allocation
[bookmark: _CR4_11_1_4_1][bookmark: _Toc153801801]4.11.1.4.1	EPS bearer ID allocation
Following procedures are updated to allocate EPS bearer ID(s) towards EPS bearer(s) mapped from QoS flow(s) and provide the EPS bearer ID(s) to the NG-RAN:
-	UE requested PDU Session Establishment (Non-roaming and Roaming with Local Breakout (clause 4.3.2.2.1) including Request Types "Initial Request", "Existing PDU Session", "Initial emergency request" and "Existing emergency PDU session".
-	UE requested PDU Session Establishment (Home-routed Roaming (clause 4.3.2.2.2) including Request Types "Initial Request" and "Existing PDU Session".
-	UE or network requested PDU Session Modification (non-roaming and roaming with local breakout) (clause 4.3.3.2).
-	UE or network requested PDU Session Modification (home-routed roaming) (clause 4.3.3.3).
-	UE Triggered Service Request (clause 4.2.3.2) to move PDU Session(s) from non-3GPP access to 3GPP access
EBI allocation shall apply to PDU Session via 3GPP access using SSC mode 1 and supporting EPS interworking with N26. EBI allocation shall not apply to PDU Session via 3GPP access supporting EPS interworking without N26 and shall not apply to PDU Session via non-3GPP access supporting EPS interworking. EBI allocation shall also not apply to PDU Session using SSC mode 2 or SSC mode 3.


Figure 4.11.1.4.1-1: Procedures for EPS bearer ID allocation
1.	Procedure as listed in this step is initiated as specified in the relevant clauses of this specification. The relevant steps of the procedure as specified in the figure above are executed.
2.	If the SMF+PGW-C (or H-SMF in the case of home routed case), determines, based on the indication of EPS interworking support with N26 as defined in clauses 4.11.5.2, 4.11.5.3 and 4.11.5.4 and operator policies e.g. User Plane Security Enforcement information, Access Type, that EPS bearer ID(s) needs to be assigned to the QoS flow(s) in the PDU Session, SMF+PGW-C invokes Namf_Communication_EBIAssignment Request (PDU Session ID, ARP list) (via V-SMF Nsmf_PDUSession_Update in the case of home routed case). When V-SMF receives Nsmf_PDUSession_Update request from H-SMF for EPS bearer ID allocation request, V-SMF needs to invoke Namf_Communication_EBIAssignment Request (PDU Session ID, ARP list). If the SMF+PGW-C (or H-SMF in the case of home-routed roaming) serves multiple PDU sessions for the same DNN but different S-NSSAIs for a UE, then the SMF shall only request EBIs for PDU sessions served by a common UPF (PSA). If different UPF (PSA) are serving those PDU sessions, then the SMF chooses one of the UPF (PSA) for this determination based on operator policy. When the PDU session is established via non-3GPP access, the SMF+PGW-C shall not trigger EBI allocation procedure.
	Steps 3 to 6 apply only when AMF needs to revoke EBI previously allocated for an UE in order to serve a new SMF request of EBI for the same UE.
3.	[Conditional] If the AMF has no available EBIs, the AMF may revoke an EBI that was assigned to QoS flow(s) based on the ARP(s) and S-NSSAI stored during PDU Session establishment, EBIs information in the UE context and local policies. If an assigned EBI is to be revoked, the AMF takes the ARP pre-emption vulnerability and the ARP priority level into consideration and revokes EBIs with a higher value of the ARP priority level first. The AMF invokes Nsmf_PDUSession_UpdateSMContext (EBI(s) to be revoked) to request the related SMF (called "SMF serving the released resources") to release the mapped EPS QoS parameters corresponding to the EBI to be revoked. The AMF stores the association of the assigned EBI, ARP pair to the corresponding PDU Session ID and SMF address.
4.	The "SMF serving the released resources" that receives the request in step 3 shall evaluate if any of the revoked EBI(s) corresponds to the QoS Flow associated with the default QoS rule. If the revoked EBI corresponds to the QoS Flow associated with the default QoS rule, the SMF shall release the EBI(s) corresponding to all other QoS Flows of the PDU Session and update the AMF of this release by sending Namf_Communication_EBIAssignment Request (PDU Session ID, Released EBI List). Next, the SMF shall invoke Namf_Communication_N1N2Message Transfer (N2 SM information (PDU Session ID, EBI(s) to be revoked), N1 SM container (PDU Session Modification Command (PDU Session ID, EBI(s) to be revoked))) to inform the (R)AN and the UE to remove the mapped EPS QoS parameters corresponding to the EBI(s) to be revoked. In home routed roaming scenario, the H-SMF includes EBI(s) to be revoked to V-SMF to inform V-SMF to remove the mapped EPS bearer context corresponding to the EBI(s) to be revoked.
NOTE 1:	The SMF can also decide to remove the QoS flow if it is not acceptable to continue the service when no corresponding EPS QoS parameters can be assigned.
	For home routed roaming scenario, the "SMF serving the released resources" sends an N4 Session Modification Request to request the PGW-U+UPF to release N4 Session corresponding to the revoked EBI(s).
	In home routed roaming case, the V-SMF starts a VPLMN initiated QoS modification for the PDU Session and the Namf_Communication_N1N2Message Transfer is invoked by the V-SMF based on the corresponding QoS modification message received from H-SMF.
5.	If the UE is in CM-CONNECTED state, the AMF sends N2 PDU Session Resource Modify Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.
	If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and step 5-6 are skipped. When the UE is reachable, e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
6.	The rest steps of the procedure are executed as specified in the figure above.
7	If the AMF successfully assigns EBI(s), it responds with the assigned EBI(s). Otherwise, it responds with a cause indicating EBI assignment failure. If the PDU Session is associated to an S-NSSAI subject for Network Slice-Specific Authentication and Authorization the AMF should indicate EBI assignment failure.
	If a PDU Session from another SMF already exists towards the same DNN, the AMF either rejects the EBI assignment request, or revokes the EBI(s) from the existing PDU Session(s) to the same DNN but different SMFs if the AMF makes the decision based on the operator policy, that the existing PDU Session cannot support EPS interworking N26.
	The AMF stores the DNN and SMF+PGW-C in which the PDU Session(s) support EPS interworking to UDM in clause 4.11.1.6.
NOTE 2:	The above applies only when the S-NSSAI(s) for the PDU Sessions are different, otherwise the same SMF is selected for PDU Sessions to the same DNN.
8.	The SMF+PGW-C sends an N4 Session Establishment/Modification Request to the PGW-U+UPF.
	For home routed roaming scenario, if the EBI is assigned successfully, the SMF+PGW-C prepares the CN Tunnel Info for each EPS bearer. For non roaming and LBO scenario, if the EBI is assigned successfully, the SMF+PGW-C may prepare the CN Tunnel Info for each EPS bearer.
	The PGW-U+UPF allocates the PGW-U tunnel info for the EPS bearer and sends it to the SMF+PGW-C. The PGW-U+UPF is ready to receive uplink packets from E-UTRAN.
NOTE 3:	In the home routed roaming scenario the SMF+PGW-C prepares the CN Tunnel Info for each EPS bearer and provide it to V-SMF. Thus when the UE move to EPC network, the V-SMF does not need interact with the SMF+PGW-C to get the EPS bearer context(s).
9.	If the SMF+PGW-C receives any EBI(s) from the AMF, it adds the received EBI(s) into the mapped EPS bearer context(s).
	In home routed roaming scenario, the SMF+PGW-C generates EPS bearer context which includes per EPS bearer PGW-U tunnel information. In addition, if the default EPS bearer is generated for the corresponding PDN Connection of PDU Session (i.e. during the PDU Session establishment procedure), the SMF+PGW-C generates the PGW-C tunnel information of the PDN connection and include it in UE EPS PDN connection.
9a.	[Conditional] In non-roaming or LBO scenario, the SMF+PGW-C includes the mapped EPS bearer context(s) and the corresponding QoS Flow(s) to be sent to the UE in the N1 SM container. SMF+PGW-C also indicates the mapping between the QoS Flow(s) and mapped EPS bearer context(s) in the N1 SM container. SMF+PGW-C also includes the mapping between the received EBI(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN. The SMF+PGW-C sends the N1 SM container and N2 SM information to AMF via the Nsmf_PDUSession_UpdateSMContext Response in the case of the PDU Session Modification procedure triggered by UE or AN, or UE Triggered Service Request procedure that results in session transfer from N3GPP to 3GPP, otherwise, via the Namf_Communication_N1N2MessageTransfer.
9b	[Conditional] In home routed roaming scenario, the SMF+PGW-C sends mapped EPS bearer context(s), the mapping between the received EBI(s) and QFI(s), linked EBI and EPS bearer context(s) to V-SMF via Nsmf_PDUSession_Create Response in the case of PDU Session Establishment, or via Nsmf_PDUSession_Update Request in the case of PDU Session Modification. The V-SMF stores the EPS bearer context(s) and generates N1 SM container and N2 SM information and forwards them to AMF via the Nsmf_PDUSession_UpdateSMContext Response in the case of the PDU Session Modification procedure triggered by UE or AN, or UE Triggered Service Request procedure that results in session transfer from N3GPP to 3GPP, otherwise, via the Namf_Communication_N1N2MessageTransfer.
10.	The N1 SM container and N2 SM information are sent to the UE and NG-RAN respectively. The relevant steps of the procedure as specified in the figure above are executed.

**** Next Change ****

[bookmark: _Toc20204086][bookmark: _Toc27894774][bookmark: _Toc36191843][bookmark: _Toc45192932][bookmark: _Toc47592564][bookmark: _Toc51834647][bookmark: _Toc145939530][bookmark: _CR4_11_2_1]4.11.2	Interworking procedures without N26 interface
[bookmark: _Toc153801815]4.11.2.1	General
Clause 4.11.2 defines the procedures to support interworking between 5GS and EPS without any N26 interface between AMF and MME.
Interworking between EPS and 5GS is supported with IP address preservation by assuming SSC mode 1. The UE shall not request handover to EPS of a PDU session with SSC mode 2 or SSC mode 3.
During interworking from EPS to 5GS, as the SMF+PGW-C may have different IP addresses when being accessed over S5/S8 and N11/N16 respectively, the AMF shall discover the SMF instance by an NF/NF service discovery procedure using the FQDN for the S5/S8 interface received from the UDM as a query parameter.
This is required for both non-roaming and roaming with local breakout, as well as for home routed roaming.
NOTE:	As the AMF is not aware of the S-NSSAI assigned for the PDN Connection, the NF/NF service discovery used to find the SMF instance can use PLMN level NRF.

**** Next Change ****

[bookmark: _Toc153801830]4.11.4.2	Handover from 5GS to EPC/ePDG
Figure 4.11.4.2-1 describes the procedure for handing over a PDU Session from 5GS to EPC/ePDG. The UE shall not request a handover of a PDU session with SSC mode 2 or SSC mode 3 to EPC/ePDG.


Figure 4.11.4.2-1: Handover from 5GS to EPC/ePDG
NOTE:	In step 2, the UE can also trigger this procedure when 5G NAS (i.e. N1 mode) capability is disabled while the UE is in 5GS.
0.	Initial status: one or more PDU Sessions have been established between the UE and the SMF/UPF via NG-RAN.
1.	The UE connects to an untrusted non-3GPP access and the N3IWF-ePDG selection process results in selecting an ePDG.
2.	The UE initiates a Handover procedure as described in clause 8.6.2.1 of TS 23.402 [26], except step 11 of referenced figure 8.2.3-1 that corresponds to the release of resources in source system.
3.	The combined PGW+SMF/UPF initiates a network requested PDU Session Release via 3GPP access according to Figure 4.3.4.2-1 steps 3b to 7b, step 11 or Figure 4.3.4.3-1 steps 3a-16b to release the 5GC and NG-RAN resources with the following exception:
-	For non-roaming or local breakout in clause 4.3.4.2, the SMF does not include N1 SM Container in Namf_Communication_N1N2MessageTransfer service operation.
-	For home routing roaming in clause 4.3.4.3, the H-SMF indicates in the Nsmf_PDUSession_Update Request that the UE shall not be notified. This shall result in the V-SMF not sending the N1 SM Container (PDU Session Release Command) to the UE.
-	Nsmf_PDUSession_StatusNotify service operation invoked by H-SMF to V-SMF and Nsmf_PDUSession_SMContexStatusNotify service operation invoked by the (V-)SMF to the AMF indicate that the PDU Session is moved to a different system.
-	The Npcf_SMPolicyControl_Delete service operation to PCF shall not be performed.
**** Next Change ****

[bookmark: _Toc20204110][bookmark: _Toc27894798][bookmark: _Toc36191868][bookmark: _Toc45192957][bookmark: _Toc47592589][bookmark: _Toc51834675][bookmark: _Toc153801843]4.11.5.3	UE Requested PDU Session Establishment procedure
For PDU Session via 3GPP, the following impacts are applicable to clause 4.3.2.2 (UE Requested PDU Session Establishment procedure) to support interworking with EPS:
	In clause 4.3.2.2.1 Non-roaming and Roaming with local breakout:
-	Step 1: In PDU Session Establishment Request message, the UE includes also the UE capability of Ethernet PDN type support in EPS to the SMF (or H-SMF in home routing roaming);
-	Step 3: The AMF determines that a PDU Session supports EPS interworking with N26 or without N26, based on e.g. 5GMM capability (e.g. "S1 mode supported"), UE subscription data (e.g. Core Network Type Restriction to EPS, EPC interworking support per (S-NSSAI, subscribed DNN)) and network configuration if EPS interworking with N26 or without N26 is supported. The AMF then includes in the Nsmf_PDUSession_CreateSMContext an indication whether the PDU Session supports EPS Interworking and whether EPS Interworking is done with N26 or without N26.
	For PDU Session with Request Type "initial emergency request", the AMF decides the EPS interworking with N26 or without N26 based on 5GMM capability and local configuration.
	For PDU Session with Request Type "Existing Emergency PDU Session", the AMF shall use Emergency Information received from HSS+UDM and the S-NSSAI locally configured in Emergency Configuration Data.
	If the Request Type indicates "Existing PDU Session" the AMF selects the SMF based on SMF-ID or SMF+PGW-C FQDN received from UDM during the Registration or Subscription Profile Update Notification procedure. The case where the AMF does not recognize the PDU Session ID or the subscription context that the AMF received from UDM neither contains an SMF ID nor a SMF+PGW-C FQDN corresponding to the PDU Session ID constitutes as an error case.
NOTE 1:	If the AMF receives from the UDM, for a PDU Session, both a SMF ID and a SMF+PGW-C FQDN, the SMF ID takes precedence.
	If the AMF has stored APN Rate Control Status and the PDU Session is considered a new first PDU Session to a DNN that is the same as the APN in stored APN Rate Control Status and interworking with EPC is enabled for this PDU Session, then the AMF sends the APN Rate Control Status to the SMF.
	The AMF indicates to the SMF whether the UE support User Plane Integrity Protection with EPS and whether the AMF has associated functionality.
-	Step 4: If the EPS Interworking indication received from AMF indicates that the UE supports EPS interworking and the SMF determines, based on the EPS interworking support indication from the AMF and additional UE subscription data (e.g. whether UP integrity protection of UP Security Enforcement Information is not set to required, EPS interworking is allowed for this DNN and S-NSSAI), that the PDU Session supports EPS interworking, and the PDU Session is using SSC mode 1, the SMF+PGW-C FQDN for S5/S8/S2b interface is included in the Nudm_UECM_Registration Request. The SMF+PGW-C also includes the SMF+PGW-C FQDN for S5/S8/S2b interface if the PDU Session is using SSC mode 1 and mobility to ePDG/EPC is allowed based on operator's policy.
-	Step 10a: If APN Rate Control Status is received from the AMF then the SMF provides the configured APN Rate Control Status to the PGW-U+UPF.
-	Step 13 In PDU Session Establishment Accept message, the SMF also includes indication of Ethernet PDN type supported if the Ethernet PDN type is supported by both the UE and the SMF+PGW-C. The SMF and the UE stores the information if Ethernet PDN type is supported for later use when UE moves from 5GS to EPS.
-	Step 16c: For PDU Session establishment with Request Type "initial PDU Session", if the SMF+PGW-C selects the same PCF as the PCF ID received from AMF as specified in clause 4.3.2.2.1 and if the PDU Session supports EPC interworking, the SMF provide the selected PCF ID in the UDM using the Nudm_UECM_Registration service operation.
NOTE 2:	The subscription data "EPS interworking support indication" is used by AMF when determining the EPS interworking support for the PDU Session. Therefore, when the UE establishes the PDU Session via the 3GPP access, the SMF does not need to consider the same subscription data "EPS interworking support indication" again.
	In clause 4.3.2.2.2 Home-routed Roaming:
-	Step 3a: Same impact as for step 3 for the non-roaming and roaming with local breakout case above.
-	Step 5: Same impact as for step 10a for the Non-roaming and Roaming with Local Breakout case above.
-	Step 6 The V-SMF pass the EPS interworking support indication received from the AMF to the H-SMF in Nsmf_PDUSession_Create.
-	Step 7: If the EPS interworking indication received from V-SMF indicates that the PDU Session supports EPS interworking and the H-SMF determines, based on the EPS interworking support indication from the AMF and additional information such as UP integrity protection of UP Security Enforcement Information as described in clause 4.11.1.1, that the PDU Session supports EPS interworking, the SMF+PGW-C FQDN for S5/S8 interface is included in the Nudm_UECM_Registration Request.
-	Step 15: Same impact as in step 13 for the non-roaming and roaming with local breakout case above with the difference that it's the home SMF+PGW-C that includes the indication of Ethernet PDN type supported.
	For interworking with the N26 interface, if the PDU Session supports interworking with EPS, the SMF+PGW-C invokes EBI allocation as described in clause 4.11.1.4.1.
For non-emergency PDU Session via non-3GPP, the AMF determines if EPS interworking is supported and sends the indication to the SMF in the same way as for PDU Session via 3GPP. The SMF makes the final decision on the EPS interworking in the same way as for PDU Session via 3GPP with the following modification:
-	If the SMF does not receive the interworking indication, the SMF makes its decision based on subscription.
For emergency PDU Session via non-3GPP, the AMF determines if EPS interworking is supported and sends the indication to the SMF in the same way as for emergency PDU Session via 3GPP supporting EPS interworking.

**** End of Changes ****
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